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Connection with communication channels

• Mobile apps, web, SMS, voice, bots, IoT devices, …

Sign and verify digital assets

• Proof of existence and authenticity, audit trail

Integration with Line of Business applications 

• CRM, ERP, Payroll, ... / File, FTP, SQL, API, …













Institutes issue and 
sign documents.

The asset’s content 
and metadata 
hashes are stored on 
a blockchain. 
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REST API 

Authenticates to AAD 

Registered Application 

Returns Token 

Calls API 

Returns Data 

Sends Request Message

Initiates Provisioning in DB

Returns Provisioning Status 

Service Bus

Blockchain  

Ledger

Azure AD



Hash file content and 
metadata.

Initialize the request.

Send the message to 
Service Bus.

Messages in the bus 
are retrieved by the 
blockchain ledger.



Institutes verify 
documents by 
comparing the hash 
values stored on a 
blockchain with the 
newly calculated one.

A change in a single bit 
of content or 
metadata generates a 
completely different 
hash value.
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Azure Blockchain “as a Service” Azure Blockchain Workbench

Power Platform + Azure IoT & Integration Platform




